Restre



1. Introduction

1.1. Purpo® & Sope

This policy setsout Contrd Sandards (CS for the management of Firancid Crime/ Fraud risks It
coversall aspectsof Fnandal Crime/ Fraud Rskwithin Cowntrywide and appliesto all Group
businessesmployeesand cortracors.Where locd standads/ regulation exceel the policy and
control standardsthen they apply.

1.2. Guidirg Principles
Thipolicy isbasal onthe following core principles:

¢ Theinterestsof shareholdesand other stakeholdersare proteced by ensurirgthat excessive
powersare not delegated to individuals;

¢ Decisbnstaken by management are consisent withthe ' (€ } is%s@tegcobjectivesand are
approvel by the Board;

¢ Managersare accountabé for the management of risk, including internal controls, in their
bushess;

¢ Businesisconductedin line with authoritiesand accountabilities ultimately delegated by the
Board these are described within specift policies;

¢ Clea acoountabilitiesare delegated by management to employeeswith the right skillsand
competence; and

o Evey member of staff isresponsibé for underdanding and managngthe risk they take on behalf
of the Group and for ensuring that they ad within the authorities and accountabilities delegated
tothem.

1.3. RevievProcess

Thisdocument isregularly reviewed by the Group Policy Owner to ensure continuing alignment with
legd and regulatory requirementsand busines needs.

1.4.FinancialCime and Fraud Risk

Arisk canbe defined as saomething which mayor may not happen (i.e. the possibilify of anuncertain
outcome), which if it did, coud lead expected outcomesto vary, and where that became a negative
outcome would result in an adverse impad on the achievement of business objectives.

Firancid crime isdefined asany kind of criminal conduct relating to money, assets, financial services
and financid markets. It includes any offencesinvolving fraud or dishonesty or mismnduct in, or
misuse of information relating to, afinancial market; failingto prevent the facilitatiorof tax evasionor
handling the proceeds of crime

Frauw isdefined as:

o Misappropriating, concealng, diverting or obtaining money, assetsinformation or services by
deceptivemeans and
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e Misusing } v gposition through unlawful or improper actsintended to causefinancial lossto
Countywide, itscustomesor supplers.

Examplesof Fraud would include:

e Faudulent financid reporting;

¢ Crimindmisrepresertationorimpersonation;

¢ Falsifyngdocuments;

¢ Misappropriating company assesor property; and
¢ Other definedasfraud under applicabé laws.

The cod and negative consequences of financial crime and fraud indude financid loss managanent
time, loss of trust in the Group, investigation costs litigation and negative effects on reputation and
employee morale. The Group hasazer r § } andapproad to financil crime and fraud.

1.5. FinanciaCime and Fraud Rik Managemernt Principles

The Groy seelsto manage its exposure to financid crime and fraud risk by establishing principles
and control standards. Key risk management principglesfor financial crime and fraud are included in
the table below:

Risk Area Principles
Organisation and Resources Governane arrangemens for managemenof financid crime/ fraud are
effective

The busines has suitabk resourceto identify and manag itsexposue to
financialcrime/ fraud.

Financial Crime Governancarrangements for the prevention, detection and reporting
tax evasion.

The busines has suitabk resourceto identify and manag itsexposue to
financialcrime

Risk Assessment The business has thoroughly assessed the risks of its products and
services to financial crime / fraud. It has effective controls in place t
mitigate these risks to an acceptable level.

Customer Due Diligence (CDD) and The busines has effective processsto collect maintain and refresh
Politically Exposed Persons (PEPs) relevant CDand PERelationshigsinformation.
Client Money Client money isclearl segregate from busines money andprotected

effectively as required by legislation and regulatory requirements.

Employee Dishonesty Employealishonestyismanagedeffectively.

Anti-bribery & corruption The integrity of the businesis maintained in the managemenof gifts
and hospitality. Therisk of bribery and corruption ismanagel and
mitigated asrequiredby legisldion andregulation.

Training & awareness Relevant employees understand their roles and responsibilities for
financial crime / fraud and complete mandatory training as requirec
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2. Contrd Standards

2.1. Minimum Control Standards

AContrd Sandard isan activity which must be in place in order to manage the risk areas defined in
the table below. A minimum set of control standardscovering arange of directive, preventative,
detective, corrective and limiting controlsensure that, where they operate effectively, riskis
managed to anacceptable level.

Group functions and Busines Units need to demonstrate compliance with the minimum control
standads (MC$set out in the table below:

Rik Area

Rik Definition

MCS

Organisation and
resources

Losarising from
afailureto
manage fraud
riskseffectively.

Senig managemehisengagd in the managemenof financial
crime/ fraud risks

The businesis organisel and resourcel to ensure legaland
regulatory compliane with financid crime/ fraud requirements
Allemployeesin the busines are fully aware of their finandal
crime/ fraud accountabilites/ responsibiliies.

The busines processsto manag financid crime/ fraud are
documental and understoad by employees

Effective reportingisprovided to seniad managemehcoveing
financid crime/ fraud invesigations lossesandcontrols
Financiacrime/ Fraud breachesare reported in atimely manner
andserious concernsare escalatel to the Enterprise Risk Director
or Graup Head of Legal

Financial Crime

Losarising from
afailureto
prevent, detect
and report tax

Athorough review of the businesses risks and associated
processes and procedures to ensure that all appropriate
steps are taken to prevent facilitation of tax evasion.
Managemen of financid crime isappropriately

diligen@cheds.

evasion. prioritised by and transparer to employees
* see Table 1.0 which outlines possible red flags and
mitigation.

Risk Assessment | Losarisingfrom | e«  Athorough risk assessmerof the businesseexposue to
afailureto financid crime/ fraud hasbeen undertaken
identify e Managemen of financid crime/ fraud isappropriately
vulnerabilities prioritised by and transpareri to employees
andprioritise
mitigation.

CDD and PEPs Losarisingfrom | e Effective CID processsare in place for new relationships
failure of (includirgacceptable documentation, r] v3](Ih&S]}
employeesto verification toolsetc.).
caryrjps e Effective processsearein place:
appropriate ¢ Toidentify new andexisting PEPs.
custome due

¢ Fa ongoirg monitoring for highrisk relationships.
¢ To highlight and report potentially suspiciaistransactions.
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Client Money

Lossarising from
afailureto
proted client
money.

The busines has effective processsin plag to segregag client
money from businesmoney

Effectiwve oversigtt is provided in the businesto ensure that
risksrelated to cliert money are effectively mitigated
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Rik Area Rik Definition MCS
Anti-bribery & Losarising e Documentel proceduresandarrangemensare in place for the:
corruption from bribery  Effective managemenof risksrelating to giftsandhospitalty,
andcorruption e Clainsof costsrelated to travel and expengs
of employees. e Payments
e Procuremenandsupplie management
e Other aspecswhich coul pose risksrelated to the bribery
andcorruption of employeesin the business.
Employee Losarising o Therisk of employee dishonesy isacknowledge and acted upon
Dishonesty fromdishonest | « Employesunderstard their obligatiorsto ad with integrity
actsof ¢ Newrecruitsare vetted per Gountrywiderequirements.
employees. o Al casesof adual or suspectel employee dishonesy are referred
to §Z u%o0}C Z o §]}vbEfare anyhetigZistaken.
Training and Losarisingfrom | e Effectiwe financid crime/ fraud trainingis delivered regularl on:
awareness afailureto train » Relevanlegislaton coverirg aspecssud asmoney
employeesin laundering proceeds of financial crime, terrorist financing
obligatiorsto andbribery and corruption
report financial e Fraud

crime/fraud

Trainirg materialsare kept up to date includng changeto
related regulaionsand legishtion

Table 1.0 — Financial Crime

The following is a list of possible red flags that may arise during the course of you working for us and which
may raise concerns related to tax evasion or foreign tax evasion. The list is not intended to be exhaustive and

is for illustrative purposes only:

P‘Red Flags

Mitigation Action

As part of a property transaction you are asked to refer a
client to a stamp duty advisory firm with the express
intention of assisting the client to evade SDLT.

Advise employees not to promote any tax
avoidance schemes.

You are asked, or initiate, structuring a property
transaction in a way to evade SDLT.

Advise employees not to promote any tax
avoidance schemes.

A landlord you know to be based overseas asks us to
misrepresent their residence status to operate outside of
the Non Resident Landlord Scheme receiving rent gross of
tax.

Our Terms of Business advise of the
requirement. Employees are trained to be
wary of circumstances where they believe the
landlord is not residing in the UK and so
requires an NRL number to receive rent gross.

A landlord asks us to defer transfer of rent until the start
of the new tax year in order to reduce their tax liability in
the current year.

Advise employees not to promote any tax
avoidance schemes.

A property owned in joint names is presented as being
owned in the sole name of the lower tax payer, to reduce
their overall tax liability.

Terms of business warrant that the “landlord”
is the beneficial owner. Duty to report any
“reasonable suspicions”.

You provide a low property valuation either in error or
knowingly to avoid capital gains or inheritance tax.

Ensure valuations are carried out by suitably
trained and mandated colleagues with robust
peer review and audit processes in place.

A third party requests payment in cash and/or refuses to
sign a formal commission or fee agreement, or to provide
an invoice or receipt for a payment made.

All suppliers must agree to Countrywide’s
terms of business and will only be paid on
presentation of a valid invoice.

You become aware, in the course of your work, that a
third party working for us as an employee asks to be

All employees must be paid through payroll
for all work undertaken.
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treated as a self-employed contractor, but without any
material changes to their working conditions.

A third party to whom we have provided services requests
that their invoice is addressed to a different entity, where
we did not provide services to such entity directly.

All services must be invoiced to the correct
contracting party.

A third party to whom we have provided services asks us
to change the description of services rendered on an
invoice in a way that seems designed to obscure the
nature of the services provided.

All services must be invoiced accurately.

You receive an invoice from a third party that appears to
be non-standard or customised.

A valid invoice must be presented.

You notice that we have been invoiced for a commission
or fee payment that appears too large or too small, given
the service stated to have been provided.

All invoices to be approved by line managers
that can validate the invoice.

You become aware, in the course of your work, that a
third party has made or intends to make a false statement
relating to tax, has failed to disclose income or gains to, or
to register with, HMRC, has delivered or intends to deliver
a false document relating to tax, or has set up or intends
to set up a structure to try to hide income, gains or assets
from a tax authority.

Agree escalation process to HMRC with the
Group Tax Manager. Duty to report any
“reasonable suspicions”.

You become aware, in the course of your work, that a
third party has deliberately failed to register for VAT or
failed to account for VAT.

Agree escalation process to HMIRC with the
Group Tax Manager. Duty to report any
“reasonable suspicions”.

A third party requests or requires the use of an agent,
intermediary, consultant, distributor or supplier that is not
typically used by or known to us.

Escalate to line manager for further
investigation.

2.2. Applyingfor policy waivers

Inthe evert that areasof the busnessare not compliant with the above Contrd Standards awaiver
from the policy maybe provided by the Group / BUPolicy Owner via Cowntrywi  Fgoverrance
arrangements. Thiswill include the Poligy Owne providing details of gapsin compliance and

planned actionsand timelinesto addressthese.
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3. Responsibilities

3.1. Grow Poligy Owner

The Countrywice Group Chief FinancialOfficer isthe Groy Poligy Owner (GPO) and isacoountable
to the Countywide Group Exesutive Committee for the desgn, implementation, maintenance and
monitoring of compliance with the policy.

The GPO is responsible for conductingaanual review to check firstly that the policy remains

suitable for the business and secondly to review policy compliance. This review supports the Group
} & [* vVH O ]e O}epE ]Jv SZ E %}ES Vv }uvse E P & JvP §Z

control environment. The GPO is responsible for recommending any changes to the Policy to the

relevant Oversight Committee.

The GPOshall ensure appropriat training and resources are in place and that related goverrance is
effective and that this policy is enabling a suitable system of internal control.

The GPOisalso accowntable for implementing this policy in the business BUPoligy Ownersare
responsibé for ensuring that this policy isimplemented in their busines areas. The policy is
implementedwhen the:

. Sce of thispolicy isafair reflection of curent operatiors and risksthe businessfaces;
« Controkin place meet the minimum control standardsin this policy;, and
. Controkin place are evidenced asoperating effectively.

3.2.Busines Unit Poligy Owner

The Busines Unit Poligy Owner (BUPQ isthe senia manager within each BUwho isresponsibé for
implementingthe policy intheir businessmonitoring compliance and providing demonstrable
evidence to the GPO.

The BUPQisresponsibé for monitoring that this policy is, and remains embedded by seeking
reasonabt assurane that relevant risks hawe beenidentified and assessedand that the relevant
controlsare desgned and operating effectively. Changesto this policy canbe proposed by the BUPO
to the GPOeither as part of the annual review processor outside of this, for example, in the event of
amajor change.

3.3. Employees

All employees of Group Companies are required to comply with this policy to the extent to which it
has been adopted by the Groyp Compaiy inwhich they are operating (including any locd prindple
or procedue developed in suppat of the policy).
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4. Governanc

4.1.Groy Boad

The Countrywice Group Board has ultimate accountability for setting and approvirgthe Group's
overal governane arrangemens. The Boad has delegated responsibility for the approvd of certain
Group Policiesto certain committeesof the Boad and its Exeutive Committee.

4.2 . ExecutieCommittee

The Executive Comnittee hasresponsibility for overseeing the desgn, implementaton and
maintenance of the Group Policiesand for obtaining assurane that the risk and goverrance
framewark is effective. The Exectiive Committee is supportad in discharging itsresponsibilitiesvia
the provisbn of management information and reporting from the GFO.

4.3. ManagememnOversight

The BU Managing Directoishaveidentified relevart management committeesto oversee compliance
with the policy in their businessesExampls of information the comnitte e will consider (to
suppat the monitoring of compliance with the Poicy) include

«  Complance with policy minimum control standards and any breachesthereof duringthe period;
. Theimplications of key corporate projectsor new products;

- Reportsof incidents, significant external evenisor new/emergingrisks and

. Thestatus effectiveness and timeliness of any corrective action plans.

Thesecommitteesshoul consder all policy issuesreferred to them. Any material non compliance
with this policy should be reported to the G°POas soon asis practicd by the BUPOMattersfor
escastion could indude, for example, a material lossarises acontrol isn[ Beetingthe CSra
breach of regulatory or legd standardsisidentified. BU committe esare supported in discharging
their responsibilities viathe provisian of management information and reporting from the BUPO.

4.4. Groy Rik and Audit
The Groy Rskand Audt rolesindude:

e Supportingthe Boad and Exesutive Committees by providing assuran@ onthe desgn,
implementation and maintenance of aneffective governance framework, induding a system
of internal control coveling operational, financia) compliance and risk management across
the Group

e Supportingthe Boad and Exesutive Committees by providing assurane that any areas of
signficant exposure and/or risk, taking acount of all relevant issuesincluding financial
considerations,are being managed effectively
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¢ Provisian of consolidaed, timely and appropriate reporting and escalation of all sgnificant
control and risk issuesto the appropriate Boaid / Executive Conmittee viathe Group Policy
Owner.
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5 e« Version Control

Version | ApprowedBy Date

1.0 Group Exesutive Committee 16Decembe 2016
1.0 Enterprise RskDirecta t Annual Review 18 April2018

20 Enterprise Risk Directaramended for Criminal Finances Ac| 10 September 2018
2.1 Enterprise RkDirectar t Annual Review 10 August 2019

2.1 GRCC Approval 04 September 2019
2.1 GRCC Approval (following review by Group Financial Contr¢ July 2020
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